
INFORMATION SECURITY POLICY STATEMENT

Parkopedia’s operations, require the handling of personal data and having privileged access to
locations, present clear information security requirements. For this reason, we are highly committed
to treat information belonging to our clients and other interested parties, and all internal information
in a secure manner across all our business processes.

Through this Policy Statement, Parkopedia sets the alignment for the establishment of the
Information Security objectives. More detailed ISM objectives are defined, continually monitored and
communicated to Teams within the OKR system.

At Parkopedia we systematically assess and mitigate risks to information security, pursuing the
overall ISM objective of preventing incidents that might have an adverse effect on the people we
work with, on our business operations, on our stakeholders and reputation.

Information Security issues assessed include risks to:

● Confidentiality - people obtaining or disclosing information inappropriately
● Integrity - information being altered or erroneously validated, whether deliberate or

accidental
● Availability - information not being accessible when it is required
● Privacy - people obtaining or disclosing Personally Identifiable Information (PII).

Through this document, we communicate to our stakeholders, including those delivering services
on our behalf, Parkopedia’s commitment to:

● Ensure and manage information security
● Understand and comply with any applicable information security legal/regulatory and

other compliance requirements
● Continually improve our information security policies, processes and procedures and of

our Management System overall

This Parkopedia’s Information Security Policy applies to all business functions within the scope of the
Integrated Management System and covers the information, information systems, networks, physical
environment and people supporting these business functions.

This statement is communicated and understood throughout the Organisation and everyone
performing work on our behalf shares this commitment.

E Tsyrklevic�
Eugene Tsyrklevich, CEO
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